
The ELI 380 ECG includes features that meet 

strict security requirements from the United States 

Department of Defense (DoD), so you can take advantage 

of connected workflows that help improve patient care and 

information access.

PROTECTING PATIENT 
INFORMATION AND 
YOUR NETWORK

THE ELI 380 ECG HAS THE AUTHORITY TO OPERATE 

(ATO) ON DEPARTMENT OF DEFENSE NETWORKS.

Connecting to an EMR or ECG management 

system promotes a streamlined, error-free 

workflow. When doing so, it’s critical to 

consider the security of both your connected 

systems and the environments they connect to.

DOD RMF APPROVED

ELI 380 ECG
Simple. Secure. Connected.



Contact your Baxter representative or visit www.hillrom.com to learn more.
Baxter.com
Baxter International Inc.

* ELI 380 ECG only.

Baxter and ELI are trademarks of Baxter International Inc. or its subsidiaries. 

HL7 is a trademark of Health Level Seven, Inc.

DICOM is a trademark of the National Electrical Manufacturers Association.
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SIMPLE. SECURE. CONNECTED.
Help protect patient privacy and data integrity while safeguarding your network. Enhanced security 
features help keep your data safe where it is and when it moves, so you can protect the information 
that matters most. Our secure solutions offer:

• FIPS 140-2 certified wireless radio* 

• Encryption of data stored on the device or transmitted over the network 

• Connect to the data management system of your choice through standards-based protocols like 
HL7 or DICOM

• Controlled user access through LDAP or Active Directory—allowing for unique usernames and 
passwords, along with role-based access to PHI and settings

ELI 380 ECG WORKFLOW

EMR ECG MANAGEMENT 
SYSTEM

ELI LINK ELI 380 ECG


